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Security Breach Identified: VMC IT Team Works to Secure System 

LAKE VELARIS, Wash. – At 10:45 a.m. Velaris Medical Centre was alerted to a security 

breach of their medical data system VelTech by hackers. 

 The hackers have been demanding a payment and have gained control of VMC’s internal 

communication and security systems. The IT department has alerted authorities of the takeover.  

 “We are shocked by this discovery, we have known our system to be secure for our 

patient’s Private Health Information, and for that we are deeply sorry for any inconvenience,” 

said George Walsh, the Chief Administrator of Velaris Medical Centre. “Our team is doing 

everything that they can to secure the data and ensure the care of our patients and their loved 

ones.” 

 This is the first time that any system breach has happened at VMC. Our ValTech system 

was created to be unique to our facility and is unlike any other in the healthcare market. 

 “When creating the VMC data system we’ve built security walls and default programs to 

ward off any hackers,” said Cassian Brooks, creator of VelTech and Head of the Internal 

Technology Department. “Of course, new innovations allow for people to be more creative than 

ever, however, we are working hard to rid the system of this disturbance.” 

 A major unique supplement to being hacked, is the ransom demand. We have no plans to 

negotiate ransom value with the hacker, we are doing everything in our power to avoid a solution 

from any ransom payment. 

 The IT department is devoting all of their attention to solving this matter and ask that any 

concerns be directed to our CRISIS Hotline 1-800-555-5555. Information will be updated as the 

situation progresses. 

 Please subscribe to stay current with the data breach. 
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